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Fundamentals

A basic principle, rule, law, or the like, that serves as the groundwork of a system; essential part
Cyber Security Fundamentals

Fundamentals

IT

- Updated OS?
- Patched?
- Logs stored?
- Default passwords changed?
- Network Diagram?
- Disaster Recovery Plan?

IT Security

- Firewall?
- Intrusion Detection System?
- Mail and Web filter?
- Antivirus?
- Anti-malware?
- Is anyone monitoring?
- Are you logging events?
- Have you checked Open Source Information?
Fundamentals

Who plans and architects IT projects?

Who do your people call for support?

Do you have Information Security?
Risk Management

The identification, assessment, and prioritization of risks followed by coordinated and economical application of resources to minimize, monitor, and control the probability and/or impact of unfortunate events or to maximize the realization of opportunities.

*The objective is to assure uncertainty does not deflect the endeavor from the business goals.*
Risk Management
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Assets

- Trade Secret - “Secret Sauce”
- Intellectual Property - Patents and processes
- Payroll Data
- Accounting records
- Email Archives
- Bank Account Credentials
- Active Directory Domain Admin credentials
- Anything that makes your company disappear
Threats

- Cyber Criminals
- Hacktivists
- Insider Threat
- Human Stupidity
- Misconfiguration
- Government Inaction
- Government Over-reaction
- Sleazy competitors
- Nation-state actors
Vulnerabilities

- Server Misconfiguration
- Laptop theft with unencrypted drive
- Web page with bad admin credentials
- Web page with “in the wild” exploit for it
- VPN using a bad encryption cipher
- Bad workflow or process that exposes information
Risk Management

IT
- Asset Inventory
- Information Asset Inventory
- Data Owner Review
- Incident Response Plans

IT Security
- Protective Systems
- Threat Profiling
- Information Asset Discovery
- Penetration Testing
- Vulnerability Discovery
Risk Management

What do you own that is valuable?  Who wants it?  Are you appropriately protecting it?
Monitoring

Systems, processes, and people should be monitored for efficiency, malfunction, and malicious behavior.
Monitoring

- Technology
  - Systems
  - Applications
  - Devices
- Workflow
  - Process
  - Steps
  - Audit/Evidence
Monitoring

How many applications do your workers use?

How many people have access to assets?

Who checks the logs? How often?
Compliance

Following established industry standards to perform quality work, with acceptable process and methodologies.
Compliance

- HIPAA
- PCI
- NIST 800-171
- DFARS/FARS
- GDPR
- Etc etc etc
Compliance

What standards are you under?

Are you ready?

Who handles compliance in your organization?
Cost vs. Revenue Center

- Does Security and Compliance?
- Cost you money?
- Or make you money?
Cost Vs. Revenue

- Sales Friction
- Sales Cycle lengthening
- Sales bottleneck
- Lost opportunities
- Unpaid pre-sales costs you money
- Security and compliance questionnaires cost
Cost vs. Revenue

What is your biggest sales friction bottleneck?

How long does your sales cycle get?

Can we help you solve that bottleneck?
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